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ARTICLE

The High Value of Targeting: A
Conceptual Model for Using HVT

against a Networked Enemy

JOHN HARDY AND PAUL LUSHENKO

A swath of negative media attention throughout 2010 and 2011 has seen
the coalition military tactic of High-Value Targeting (HVT) in Afghani-
stan come under intense scrutiny.1 United States Army doctrine defines
a high-value target as an asset that an enemy commander requires for the
completion of his mission. Within the context of Special Operations
Forces (SOF), the process of HVT involves precision raids and/or air-
strikes to either capture or kill specific assets or individuals required by a
clandestine network to achieve its expressed aims.2 This process has been
declared as ineffective in virtually all mediums for debate. The reasons
offered often stem from three fundamental lines of argument: that HVT
is too aggressive for counterinsurgency (COIN) operations and
undermines overarching strategic goals;3 that HVT only works against
hierarchical organizations and not decentralized network opponents,
such as Al-Qaeda or the Haqqani Network,4 faced in current operations;
and that coalition forces lack the requisite understanding of enemy
organizations to successfully apply HVT.5 These lines of argument draw
on assumptions about the decreasing utility of force in contemporary
operations,6 the concomitant centrality of ‘soft’ or non-kinetic
approaches to security in COIN operations, expectations of decisiveness
when using force, and the elusive nature of clandestine networks. These
assumptions are attractive, but they are flawed.

Matt Frankel’s recent attempt to capture ‘lessons learned’7 about
HVT is instructive as it is the first attempt to systematically analyze
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historical and current uses of applied targeting. However, it is impossi-
ble to learn the right lessons for future policy and practice without a
comprehensive understanding of the contemporary uses of HVT. It is
not ‘most useful to view current campaigns through a historical lens’8

because the tactics and campaigns that Frankel uses as examples are too
diverse and disparate to draw meaningful comparison.9 It is not useful
to simply look to the past for answers because the HVT of the past is
gone. The ghosts of the Phoenix Program10 still sell books, but they do
not reflect current doctrine or practices. General (Retired) Stanley
McChrystal’s concept of ‘industrial counterterrorism’11 came to grips
with network adversaries in the mid-2000s. By 2010, Washington was
modeling a new approach to network CT that is based on a greater
understanding of social networks and how the components of a terrorist
network operate together and independently of one another.12 Populist
rhetoric reduces a complex intelligence-led tactic to a haphazardly pros-
ecuted assassination program. In reality, HVT involves applying pressure
to, targeting leverage points within, and attacking networks to disrupt
and degrade their functionality. These methods of HVT complement
broader strategic objectives by contributing to desired security out-
comes.

This article argues that HVT contributes significant value to current
operations in Afghanistan. It contends that a conceptual model of HVT
can be derived from recent experiences in Iraq and Afghanistan. This
paper challenges the populist notion that HVT is simply a leadership
decapitation program13 intended to create a decisive outcome and pro-
motes a model of HVT that is drawn from US Army doctrine and
operational experience in Iraq and Afghanistan.14 While it reflects ele-
ments of both current doctrine and operational practice, this conceptual
model also draws on a variety of disparate concepts and approaches to
HVT that have not been distilled into a single, cogent framework by
either scholars or practitioners. The model identifies three methods of
applying force through HVT: pressuring, leveraging, and desynchroniz-
ing a network. The model then considers the impact on enemy net-
works and the opportunity costs on, and constraints faced by, friendly
units associated with each method. The article will proceed by examin-
ing the critical conceptual flaws in the current debate of HVT and argue
that a conceptual model of HVT is needed to make meaningful policy
recommendations. It will then build a conceptual model for assessing
HVT and present some operational considerations for applying the
model to empirical research. Finally, it will recommend that this model
be used in future research in the area of HVT.
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The Need for a Conceptual Model of HVT

The current debate about HVT paints the tactic in a negative light.
Media outlets have asserted that HVT, and in particular so-called night
raids and drone strikes, in Afghanistan are having a counterproductive
impact on COIN.15 Other literature focuses on erroneous ‘lessons
learned’ from past approaches to leadership decapitation which were
attempted in a variety of situations.16 Analogies drawn from past experi-
ence are problematic when assessing HVT in current operations for
three reasons. First, the tactics employed are not analogous because the
intelligence and targeting cycles used in contemporary operations are
different from those employed in previous operations. Second, the
irregular opponents faced are increasingly complex and diverse and are
not, for the most part, comparable to previous adversaries. Third, the
lessons being learned17 are not observations drawn from empirical data,
but assumptions being reaffirmed. The methodology of learning lessons
about HVT through analogical reasoning is impeded by significant dif-
ferences in the employment of HVT today and in the past.

This is symptomatic of an underlying problem: HVT is poorly
understood. Worse, it is poorly conceptualized. Outside the military,
HVT is almost universally conflated with strategy.18 Common claims
that HVT is ineffective rely on the assumption that HVT should pro-
duce a decisive strategic outcome. This assumption fails to appreciate
that HVT is a tactic and, as such, is subordinate to strategy.19 HVT can-
not be conflated with strategy because it is utilized at the tactical level.
The process of HVT does not identify strategic outcomes that are
sought through the use of force, but is a task performed in pursuit of
operational objectives dictated by a complete strategy. This fundamental
misunderstanding of HVT requires redress. A coherent conceptual
model for utilizing HVT against clandestine networks is needed to
enable analysts to make meaningful policy recommendations. This is
not simply a definitional issue. It is beneficial for the academic and pol-
icy debates to be talking about the same thing; it is essential that they are
talking about the right thing.

There are four flawed assumptions in current debates about HVT.
The first is that targeted, kinetic operations are counterproductive in
COIN.20 This assumes that the purpose of employing HVT is to
achieve goals that are not commensurate with strategic aims. The second
is Frankel’s claim that ‘highly centralized groups will suffer a greater
impact’ from HVT.21 This emerges from a faulty line of reasoning that
materially decentralized actors have little social hierarchy,22 when
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clandestine networks inherently rely on social networks to both operate
and survive.23 The third is that coalition forces lack sufficient under-
standing of enemy organizational structures and local social factors to
accurately judge the impact of HVT. This fails to account for the robust
intelligence collection and analysis that drives HVT and the degree of
collaboration between SOF and conventional forces through the use of
fusion cells.24 The fourth is that effect on the enemy, decisive or other-
wise, is the most central concern for utilizing HVT.25 This neglects the
opportunities and constraints that influence decisions to conduct HVT.

Kinetics in COIN. Arguments that HVT is counterproductive in
COIN26 create a false dichotomy between two strategies when only one
is present. For example, Frankel suggests that practitioners and policy-
makers must observe that HVT does not ‘work in a vacuum.’27 This
lesson assumes that HVT is being employed outside of a broader strat-
egy, yet the targeting process is subordinated to strategic objectives in
both doctrine and practice.28 There is a second false dichotomy posed
between kinetic and non-kinetic operations. This underpins the
assumption that kinetic operations necessarily undermine the more
defensive security operations held to be more consistent with COIN.
However, specific kinetic strikes against clandestine networks can be
used to complement conventional operations. Patrick Johnson’s empiri-
cal study on leadership decapitation in COIN finds a positive correla-
tion between the use of direct action against insurgent organizations and
COIN success.29 Similarly, Bryan Price’s empirical study found a posi-
tive correlation between leadership decapitation and the demise of ter-
rorist groups.30 HVT is applied within the context of a strategy and
needs to be understood in the same way. For example, HVT is
employed in Afghanistan with the intent to contribute to COIN opera-
tions, not undermine them.31 In practice, the aims pursued should be
the same because HVT represents one kinetic tool at the disposal of
commanders pursuing a particular strategy.

Decentralized adversaries. Frankel asserts that centrally organized oppo-
nents are more susceptible to HVT than the kinds of decentralized
opponents faced in current conflicts and thought to be a key characteris-
tic of future irregular warfare. This is not necessarily true for two
reasons. The first is that, decentralized networks lack the clear line of
succession found in hierarchical organizations. This means that remov-
ing nodes from the network creates gaps that are potentially harder to
fill, especially where niche skills or significant personal relationships are
required to maintain the network. So-called ‘middle-men’32 and
couriers in decentralized networks are often central to the secretive

416 DEFENCE STUDIES

D
ow

nl
oa

de
d 

by
 [

U
S 

A
rm

y 
W

ar
 C

ol
le

ge
] 

at
 2

0:
41

 1
1 

Se
pt

em
be

r 
20

12
 



communication that underpins the organization. Removing them can
destabilize clandestine networks by compromising large sections of the
organization, distancing operatives from direct guidance, and impeding
organizational communication and function. The second reason is that
clandestine networks often rely on powerful social connections between
highly charismatic leaders to function.33 This counterposes the observa-
ble structural hierarchy of a centralized organization, such as traditional
organized crime or formed military units, with a form of social or rela-
tional hierarchy34 that is present even in ostensibly decentralized net-
works. The experience garnered by SOF in recent operations suggests
that clandestine networks are highly susceptible to HVT due to their
social and communicative constitution.

Understanding of enemy organizations. When conducted within a COIN
strategy HVT is employed with the same situational awareness as any
other tactic. Criticism of US forces’ understanding of enemy organiza-
tional dynamics is inaccurate, as COIN in Iraq and Afghanistan has
necessitated a significant intelligence effort. Frankel suggests that:

Removal of leaders has a more positive lasting effect in cases where
no viable successor is waiting, but the attacking force often lacks the
detailed knowledge of the organizational dynamics to sufficiently
judge the impact of successful kinetic operations.35

This may have been a relevant criticism of previous approaches to HVT,
but it is does not account for current HVT methods in use, including
the SOF targeting cycle, F3EAD (Find, Fix, Finish, Exploit, Analyze, and
Disseminate),36 or the use of fusion cells to aggregate all-source intelli-
gence to create an operational picture of the social and political environ-
ment that exists within and around the area of operations.37 HVT is not
limited to generating sufficient situational awareness to engage the
enemy. Rather, it extends to charting the social, economic and political
networks that underpin and support clandestine networks. This process
identifies key decision-makers within targeted networks and also those
who support or influence them indirectly. The F3EAD targeting cycle
uses significant human operator control over target selection and acquisi-
tion and then encourages the exploitation of the target and site for intel-
ligence purposes. This exposes one potential for compromising terrorist
and insurgent networks through HVT that is used at the tactical and
operational levels, but underdeveloped at the conceptual level.

Effect on the enemy. Current debates about HVT rely largely on an
assessment of the effects of HVT operations on enemy organizations.
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This reduction obscures the operational considerations and constraints
faced by coalition forces. Problematizing HVT from an enemy-centric
perspective has four key limitations. First, it does not account for the sig-
nificant intelligence effort conducted by coalition forces in order to
understand targeted organizations and fuel targeting cycles. Second, it
does not appreciate that resource constraints might limit the number of
assets that are targeted, giving a false impression of leadership targeting
when high profile individuals are targeted. However, sometimes the juice
isn’t worth the squeeze for high risk HVT operations except where leaders
have significant operational value. Third, it does not consider the oppor-
tunity costs of inaction. Efficiency in task and asset allocation may render
an HVT operation the only feasible means of engaging a specific target.
In circumstances where conventional interdiction is not viable, it may be
more preferable to capture or kill through HVT than to allow an individ-
ual or asset to escape. Finally, it diminishes the complementarity between
HVT tactics and COIN. The ability to utilize SOF and aerial assets in
lieu of conventional forces better suited to conduct population security
operations enables coalition forces to better perform core COIN tasks.38

In sum, these flawed assumptions prevent meaningful analysis of
HVT operations as appropriate lessons cannot be learned without appro-
priate analytical tools. This article presents a conceptual model of HVT
that addresses the flaws and omissions of previous scholarship on HVT.
It also incorporates recent developments in coalition HVT practices, in
particular: improved knowledge integration,39 generating and cross-ref-
erencing thousands of data points to construct a comprehensive picture
of the network, acquiring holistic pattern-of-life40 data on targets, trac-
ing logistics and money trails, identifying facilitators and non-leadership
persons of interest and exploiting human and signals intelligence to fuel
the targeting cycle.41 The model will present three different methods
and purposes of applying HVT against clandestine networks and exam-
ine the operational considerations that contextualize the use of HVT
within irregular warfare. This is important for future scholarship and
policy analysis because it will enable informed assessment of HVT oper-
ations and counter the populist assumptions about HVT that undermine
much existing literature.

A Conceptual Model of HVT

This conceptual model will provide a framework for analyzing HVT in
irregular warfare against networked opponents. The purpose of the
model is to establish a concept of HVT that can be used to assess
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current operations and policy. The model provides an end-to-end
framework for assessing HVT that is informed by current doctrine and
practices that relate to intelligence collection, analysis and sharing, and
the HVT targeting cycle.42 It is a holistic model that is not reducible to
leadership decapitation or to F3EAD, the targeting cycle often equated
with HVT. Although F3EAD has been described as an aggressive target-
ing cycle,43 it is primarily the methods through which HVT is con-
ducted and omits the operational and strategic context of targeting. In
this model, HVT is situated a level of analysis above F3EAD. HVT
drives the targeting cycle by linking the actions taken under F3EAD to
the targeting methods applied, the intended outcomes of action, and
operational conditions that circumscribe and dictate action.44

The model is focused on utilizing HVT against networked oppo-
nents in irregular warfare. For the purposes of the model, HVT is
employed against clandestine or ‘dark’45 networks: illicit groups that
conduct illegal activities and operate with a decentralized network struc-
ture to conceal the identity of their members and organization from the
authorities.46 Clandestine networks rely on social networks to manage
their security-efficiency trade off, which is essential to enable operatives
to avoid detection and remain effective.47 Internal connectivity increases
communication and functionality, but also increases the risk of detec-
tion by authorities.48 Nonetheless, clandestine networks have tasks to
accomplish that necessitate the rapid and accurate exchange of informa-
tion.49 Because the presence of a large number of dispersed agents
reduces the overall efficiency of the organization due to unnecessary
redundancy,50 clandestine networks often rely on established, trust-
based social connections.51 These connections form a social hierarchy
within the network that is based on ‘relationships and acquaintances,
reputations and fame’ rather than organizational hierarchy.52 The small-
world phenomena53 in social networks accounts for links between and
amongst small clusters of individuals. While social connections within
cells are thought to be stronger than those among cells,54 clandestine
networks may be forged on strong ties that remain mostly dormant for
the purposes of operational security.55 The opposing needs for secrecy
and communication can cause inactive social ties to appear weak even
when they are strong.56

This undermines the orthodoxy that clandestine networks have
moved ‘away from controlling leaders and toward multiple, loosely
linked, dispersed agents and cells’.57 Such a priori reasoning regarding
their decentralized nature derives from strictly materialist assumptions
and discounts the social context in which clandestine networks are
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constituted and survive.58 Clandestine networks rely substantially on the
social connections that unite and coordinate individual cells in accor-
dance with organizational guidance.59 Two widely discussed examples
are Al-Qaeda and Jemaah Islamiyah (JI). Al-Qaeda’s various organiza-
tional structures have relied heavily on social hierarchy, with key per-
sonalities guiding and inspiring action at lower levels.60 The role of
radical madrassahs in JI’s social network structure indicates that cross-
radicalization among peer groups can forge social ties that may be more
important than top-down radicalization.61 This means that while clan-
destine networks are increasingly decentralized in a material sense, they
remain hierarchical in relational or social terms. Ostensibly decentral-
ized social networks have hubs and nodes which can be targeted in at
least three ways. HVT can pressure the network in order to harass it;
leverage network elements such as ‘middle-men’62 or enabling assets
which facilitate communication and action; and desynchronize the net-
work by targeting key decision-makers and figureheads to alienate oper-
atives and leaders from one another.

Pressure. Applying pressure to a clandestine network involves harass-
ing the organization and its members to complicate operations, force
errors, and delay communication. SOF forces are used to disrupt the
clandestine network and its operations. Disruption is the interruption of
the enemy’s operational capacity and tempo, formation or initiative.63

Practically, this means that a SOF unit targets various components of a
clandestine network to desynchronize and confuse the network’s sup-
port and operational activities. Applying pressure to a clandestine net-
work is similar but not analogous to swarming: a ‘seemingly
amorphous’ but deliberate, sustained, and coordinated series of strikes
intended to disorient the enemy.64 Swarming has been described as the
‘whack-a-mole’ method.65 However, applying pressure enables coalition
forces a degree of flexibility to concentrate, surge, or redirect combat
power to disrupt a clandestine network in a piecemeal or holistic fash-
ion. This enables SOF to gain momentum because pressuring the net-
work can generate second-order effects such as intelligence that
facilitates further HVT or conventional operations. It also shapes the
battlespace for both military and non-military follow on operations.66

When used in tandem with more precise targeting, pressure can induce
further disruption, colloquially termed ‘squeezing’ the network. Finally,
pressure keeps the network on its toes by increasing the transaction
costs of offensive action, operational planning and organizational com-
munication. This can compel a network to take greater risks and expose
itself to further targeting in order to remain functional.
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Leverage. In the context of HVT, leverage points are the assets that
facilitate, rather than direct, action. Leverage points may include individ-
uals with high degrees of social connection who facilitate critical com-
munication, who possess niche skills, such as bomb-making or
cryptography, or who can access or supply essential equipment. Leverage
points may also include material assets, such as communications tools,
explosives and ammunition, which enable clandestine networks to stage
offensive operations. As such, leverage points represent ‘the hub of all
power and movement, on which everything depends.’67 When decom-
posing a clandestine network into classes of actors, leverage points are
often associated with task organization.68 For example, Al-Qaeda in Iraq
task organized itself across a range of operational and support special-
ties69 that required the services of ‘facilitators, financiers, computer spe-
cialists, or bomb-makers’.70 Attacking these leverage points enables SOF
to attempt to destroy a clandestine network’s functionality; to damage the
network ‘so badly that it cannot perform any function or be restored to
a usable condition without being entirely rebuilt.’71 This deprofessional-
izes the network and imposes additional recruitment and training costs
that further diminish operational capacity.72 The impact of such skills
shortages on short-term offensive capacity is evidenced by Hamas
between 2002 and 2005. While the number of attacks increased, the
lethality of attacks decreased significantly. The capture or killing of
highly skilled and experienced operatives disrupted the group’s existing
operations and the consequent skills deficit degraded the group’s med-
ium-term capacity to operate.73

Desynchronize. The most visible method of HVT involves capturing
or killing visible and symbolic enemy leaders in order to destabilize the
network and alienate organizational levels from each other. The con-
stant removal of leadership impedes consistent guidance and coherent
strategic communication, which weakens and delegitimizes leadership.
Replacement leaders may be found quickly, but often lack the skills,
experience, and relationships of their predecessors. Meanwhile, the net-
work’s capacity to plan, supply, and stage attacks is diminished due to
an increased impetus for defensive measures and due to poor guidance
from leaders to operatives.74 Networks that rely significantly on central
strategic guidance to relatively autonomous cells still suffer setbacks
from the targeting of highly visible or influential figures. Interference
with key decision-making bodies within a network can induce power
struggles and confuse organizational direction.75 It can also increase the
transaction costs of maintaining organizational cohesion by forcing
leaders to undertake enhanced defensive measures and restrict their
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movements to avoid detection.76 This diverts time and resources from
offensive operations to precautionary measures.77 Leaders in hiding
often struggle to motivate their organizations. Byman notes that after
Israel’s targeted killing of Hamas leader Ahmed Yassin in 2004:

Hamas appointed Rantisi as his successor. Israel promptly killed
Rantisi. Hamas then announced that it has appointed a new leader
but would not name him publicly: a necessary step for his survival
perhaps but hardly a way to inspire the group’s followers or win new
converts with a show of bravery.78

Desynchronizing can be intended to both disrupt and destroy a clandes-
tine network as internal confusion both impedes and degrades organiza-
tional capacity. In certain cases, it may also enable coalition forces to
defeat an enemy network. Defeat ‘occurs when an enemy force has tem-
porarily or permanently lost the physical means or the will to fight’79

and may be induced by a lack of coherent organizational purpose fol-
lowing the capture or killing of an influential leader.80 Price’s empirical
study of leadership decapitation in terrorist groups found that religious
organizations were particularly susceptible to leadership targeting, possi-
bly due to the integral role of influential figures in ‘framing and inter-
preting organizational goals and strategies’.81 However, it is important to
note that leadership targeting is not utilized as a means to victory in and
of itself.82

Although these methods of HVT have been presented as discrete
items for the purposes of constructing a conceptual model, the opera-
tional reality involves utilizing all three, often simultaneously within the
same area of operations against the same or other adversaries. HVT
often entails a high operational tempo in order to exploit intelligence
gains from SOF raids and intelligence gathering operations. Follow on
HVT operations often benefit from ‘reflections’ within targeted net-
works. Reflections are spikes in communication or ‘chatter’ in targeted
networks following coalition operations. This chatter provides informa-
tion about the effect of an operation on the network and also identifies
which individuals are sending and receiving information within the net-
work, the nature of the information they are communicating, and what
kind of defensive or reactionary measures they are planning. The collec-
tion of reflections also contributes to SOF situational awareness by
improving understanding of a clandestine network in both horizontal
(peer) and vertical (leadership) terms. For example, the targeting of Abu
Musab al-Zarqawi in 2006, Abu Qaswarah in 2008, and Abu Ayub
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al-Masri in 2010 resulted from extensive pattern-of-life development of
their most trusted couriers in Iraq.83

Reflections are captured through an admixture of primarily human,
imagery, and signals intelligence after a particular raid or airstrike. They
provide the pivot for transition to another or an additional method of
HVT, allowing commanders to surge on one method, and recoil on
another in order to capitalize on enemy vulnerabilities in an opportunis-
tic manner. This has been one of the most significant aspects of utiliz-
ing HVT in coalition operations in Afghanistan in recent years.
Increasing ability to exploit intelligence, rapidly transition between
methods of HVT, and employ various methods of HVT simultaneously
has created new opportunities for SOF operations. This has enabled
commanders to better integrate SOF operations, particularly HVT, into
broader conventional operations in the same geographical area. How-
ever, the ability of commanders to utilize the various methods of HVT
that are available to them is not based entirely on enemy factors. While
the opportunity to impact enemy networks figures into decisions to per-
form HVT, as well as conventional operations, there are also friendly
constraints that influence commanders’ determination of the desirability
or suitability of employing HVT in a particular situation.

Operationalizing HVT

HVT occurs in a highly dynamic context that is shaped in roughly equal
measures by enemy-related and friendly circumstances. The model of
HVT presented above focuses largely on the effect that targeting opera-
tions have on enemy networks. In order to utilize this model, opera-
tional factors that influence the use of HVT must be considered. Six
key factors influence the utility and efficacy of HVT for a particular
situation: target utility, asset availability, operational tempo, perfor-
mance, effectiveness and efficiency. Target utility, asset availability, and
operational tempo relate to the cost-benefit ratio and the viability of
conducting HVT. If assets can be mustered to perform a raid or strike,
the return on investment must warrant the allocation of resources to
the HVT operation. Performance, effectiveness, and efficiency relate
to the usefulness of using SOF assets to conduct HVT. If HVT is more
effective or efficient than a conventional operation, then it has merit.
Alternatively, where conventional options are not viable, the opportunity
costs of inaction might be great enough to spur a HVT operation rather
than lose the target.
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Target utility. The decision to use HVT to capture or kill a specific
target can be significantly influenced by the utility of the target. While
there are varying degrees of value associated with the broad label of high
value, targets can be ascribed varying levels of utility. For example, all
targets of high-value are required by a clandestine network for opera-
tional success. Within the category of high-value is an embedded prop-
erty: the high-payoff target. High payoff indicates that capturing or
destroying the target would contribute significantly to friendly opera-
tions.84 In some circumstances the utility of pursuing a target with both
high-value and high-payoff may be necessary to enable further opera-
tions, where a target with no payoff value may be deprioritized. The
intention to pursue a target in order to engage an adversary may be
afforded a higher or lower importance than pursuing a target in order
to enable friendly operations as each can offer different returns on the
investment of resources. Similarly, some targets may offer different
returns. Capturing bomb-makers or weapons caches may provide an
immediate tactical effect for coalition forces, while the capture of a
high-profile leader might generate a large volume of intelligence as the
network communicates in order to coordinate defensive responses. For
example, the HVT raid into Pakistan to capture or kill Osama bin
Laden may have had a significant effect on morale on both sides, but it
is also likely that valuable intelligence on the network and its central
communicators was gathered through site exploitation and captured in
reflections.

Asset availability. HVT can be costly in terms of various material and
personnel assets. The availability of intelligence collection assets is a key
concern. The ‘ripeness’ of a particular target is contingent on the crea-
tion of relatively predictable pattern-of-life data. This derives from the
effective management of various intelligence, surveillance, and recon-
naissance assets, especially those relating to human, imagery, and signals
intelligence. The intelligence collection process required to generate
comprehensive pattern-of-life data is resource-intensive because the
‘enemy is so well hidden that it takes multiple sources of intelligence to
corroborate’ their location.85 Other operational constraints, including
force protection, logistics, communication architecture and medical sup-
port also persist. HVT operations may be limited by scarce availability
of support elements to provide emergency medical assistance and casu-
alty evacuation, transport for personnel and detainees, interoperable
communications when SOF operate alongside host nation counterparts,
indirect fire support, and resupply. The assets required to perform all of
these functions must first be available. Then, a HVT operation must
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compete with other operations for the resources. A high resource cost
that is surplus to regular demands, coupled with the intense and epi-
sodic nature of HVT, results in intermittent asset allocation to SOF
conducting HVT operations. The influence of limited asset availability
can be determinative when prioritizing HVT operations.

Operational tempo. The rate at which SOF operate can be measured in
two ways: the frequency of operations and the intensity of the concomi-
tant demand on resources.86 Operational tempo can offer three key
indicators for commanders utilizing or considering HVT operations.
The first is the intensity of the F3EAD targeting cycle. This denotes the
volume and frequency of HVT operations being conducted, which is an
important consideration for planning SOF and conventional operations
within the same battlespace. The second is the proportion of SOF assets
being used for HVT operations. This is useful in managing units, main-
taining an appropriate amount of readiness for high priority contingen-
cies, and monitoring available resources for a rapid transition between
HVT methods. For example, a shift from a low volume of resource-
intensive, high risk leveraging or desynchronizing raids to a high
volume of less intensive pressuring operations requires available force
elements. The third is the volume and type of actionable intelligence
that is fueling the F3EAD cycle. This can help commanders determine
whether assets have been allocated appropriately and utilized effectively
and make adjustments as necessary. It can also inform measures of
performance and effectiveness as information about the rate of exploita-
tion of intelligence vulnerabilities within a targeted network can be used
to improve assessments of enemy cohesion and disposition.

Performance. Measures of performance determine the tactical success
of a specific HVT mission. This is predominately articulated through
two rates: the rate at which SOF (a) capture or kill targets and (b) col-
lect intelligence for further operations along a particular line of opera-
tions.87 The rate of capture or killing of targets is an important indicator
of how effective SOF units have been in performing specific missions.
This measure of performance is inextricably linked to the heightened
operational tempo that is typically required of SOF on the basis of their
resourcing, capability, and lethality. A low capture or kill rate could
point to a disparity between tactics, resources, and objectives, while a
high rate suggests a good match between tactics, resources, and objec-
tives. The rate of intelligence acquisition indicates how successful HVT
operations are in generating feedback loops that fuel further targeting or
other operations. This is a separate consideration because even where
targets are successfully pursued, only one aspect of the mission has been
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accomplished. The exploitation and analysis of intelligence is the main
area of effort in the F3EAD targeting cycle.88 Operational success is
important because it determines whether or not the force elements
being employed are effective in completing designated missions. Perfor-
mance influences decisions about the type and scale of force elements
and support assets used to pursue objectives when conducting HVT.

Effectiveness. The purpose of measuring effectiveness is to assess the
impact of HVT operations on targeted networks. Effectiveness is mea-
sured separately from performance because effectively conducted HVT
operations may not produce desired outcomes. In order to be effective,
HVT operations must attain intended objectives along a particular line
of operations. Effectiveness can be measured in four key characteristics
of a clandestine network: disposition, behavior, offensive capabilities,
and expressed aims. Disposition is the nature or character of a clandes-
tine network. A network that is well organized and has a strong offen-
sive posture is qualitatively distinct from one that is weakly organized,
exhausted, and mainly defensive. Behavior refers to the type of actions
taken by the clandestine network. At one end of the spectrum is primar-
ily offensive action. At the other is activity that is primarily defensive or
designed to allow the network to consolidate and reorganize. Offensive
capabilities are a measure of the capacity of the network to function
offensively against coalition forces. Lower offensive capabilities correlate
with reduced operational function and a lower level of threat, while
reduced defensive capabilities can impede internal organization. Cutting
across this spectrum is a consistent emphasis that networks place on
recruitment and galvanizing support for near and long-term organiza-
tional objectives. Expressed aims are the stated objectives disseminated
through a network’s terrorist or insurgent narrative. When rhetoric
reaches fever-pitch it might signify that the organization is gaining
momentum. When rhetoric deemphasizes violence or expresses more
moderate objectives it can suggest that the organization may be lacking
support or reaching exhaustion.89

Efficiency. Aside from effectiveness, HVT can be more or less effi-
cient than conventional operations in various circumstances. Efficiency
is subordinate to effectiveness,90 meaning that an inefficient but effec-
tive HVT operation trumps any kind of ineffective tactic that could be
used. However, when HVT is roughly equal in effectiveness to another
option, it is incumbent on commanders to seek efficiency in task alloca-
tion. Two considerations are salient in measuring the efficiency of
HVT: the opportunity costs of inaction and the relative cost of conduct-
ing the same operation through conventional means. The attempt to
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capture or kill a target through a precision raid entails the greatest risk
of all available options.91 However, the potential cost of inaction may
outweigh the risk of conducting HVT if the target is vitally important
to the network, is highly connected or skilled, possesses critical intelli-
gence, is particularly elusive, or has significant symbolic value. It can
also be more efficient to use SOF to conduct discrete HVT operations
than to employ conventional units in large scale cordon and search
operations. Alternative tactics prosecuted by conventional units are often
less efficient due to a lack of redundant assets, a more cumbersome
planning process, lengthy authorization timeframes, and a much larger
footprint. The scale of operations is particularly important due to issues
such as host-nation apprehension, the proximity of a target to an offi-
cial’s family members or the potential media fallout from an assault like
Fallujah in 2004.92 These and similar political sensitivities sometimes
preclude large operations, necessitating the use of less visible means of
pursuing an objective.

This combination of factors is greater than the sum of its parts. Col-
lectively, these considerations form the basis of decisions to utilize
HVT on the battlefield. The costs and benefits associated with conduct-
ing HVT, the performance and effectiveness of SOF elements, and the
efficiency of HVT vis-á-vis other operations are crucial determinants of
the utility and efficacy of HVT. Furthermore, they inform the applica-
tion of HVT to theater-level strategies that may not appear amenable to
kinetic action. Operationalizing HVT involves assessing the applicability
of various methods and tactics for targeting to strategic objectives and
measuring the success of HVT operations in linking tasks to outcomes.
HVT can be utilized in a complementary manner by focusing kinetic
action on COIN measures for success, such as population security and
isolation of the insurgency from its support,93 by rapidly interdicting
and exploiting the insurgent information campaign, impacting organiza-
tional function to suppress offensive action by clandestine networks,
and by shaping the battlespace for conventional operations. Through a
process of deconfliction, where complementarity and unity of effort are
maximized,94 HVT can be tailored to contribute to a broad range of
kinetic and non-kinetic operations.

Conclusions

This article has presented a conceptual model for assessing HVT that is
intended to redress popular misconceptions about the utility of kinetic
action in irregular war. The conceptual model provides a framework for
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analyzing HVT operations that can be used to inform future research
and policy recommendations. It enables further research in measuring
the utility of force in irregular conflicts against networked opponents;
understanding and analyzing the organization of enemy networks;
assessing the most appropriate tools for fighting networks; and, under-
standing the threat posed by terrorist and insurgent networks. More-
over, it provides a complex of pragmatic considerations and constraints
that influence the use of HVT on the battlefield, providing a benchmark
for military practitioners who will be called upon to prosecute HVT.
Finally, the model correctly situates HVT within overarching strategy
and identifies the potential for complementarity between kinetic and
non-kinetic operations. This provides the context for assessing HVT
operations that is essential in making accurate policy recommendations.
Absent context, policy recommendations risk exacerbating the existing
incongruence between scholarship, policy, and practice that plagues cur-
rent commentary.

Rather than discounting the utility of force in irregular warfare,
future research should address the ways in which force can be adapted
to changing strategic environments. HVT is one example of a relatively
cost-effective means of applying force to a decentralized network. It
enables coalition forces to pressure, leverage or desynchronize an enemy
network to advance a counterterrorism or counterinsurgency strategy, to
shape the battlespace for further operations, to enable conventional
operations and to complement concurrent non-kinetic operations.
Despite claims that the use of force offers diminishing returns in the
21st century, HVT can be utilized effectively against decentralized net-
works due to their primarily social constitution. The efficacy of HVT in
irregular campaigns in Iraq and Afghanistan has been contingent on,
rather than impeded by, the network structures of terrorist and insur-
gent enemies due to the communication necessitated by their decentral-
ized nature. Current methods of conducting HVT emphasize the
adoption of network features in order to meet the challenges posed by
fighting clandestine networks. HVT offers a robust and intelligence-dri-
ven targeting cycle that can be rapidly activated and used to generate
otherwise unobtainable actionable intelligence. The capacity of SOF to
communicate rapidly, to transition between methods of HVT and
between HVT and other operations, and to exploit narrow windows of
opportunity offers significant potential to assist coalition forces in
‘becoming the enemy’.95

HVT is a limited operational concept and should not be mistaken
for a standalone foreign policy tool. It is not a strategy to be prosecuted,
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but a tactic to be performed. When conducted to achieve objectives that
are subordinate to and dictated by an overriding strategy, HVT can be
an effective mechanism for combating terrorism and insurgency. Future
research should take this into account by using a rigorous and accurate
concept of HVT. The model presented in this article will enable further
scholarship on HVT operations to use a common understanding and
vocabulary in the analysis of empirical data. It will also enable coherent
cross-pollination of ideas between scholars, policy-makers, and practitio-
ners in the military and intelligence communities. The disparity
between scholars and practitioners has been amplified by the misunder-
standing of HVT outside of the military. This model seeks to provide
the conceptual tools required by future analysts, policy-makers, and
commanders to make sense of HVT and its role in irregular warfare
against clandestine networks. Future studies on HVT will, therefore, be
able to draw meaningful policy recommendations from operational
experience. Capturing lessons learned is important, but learning the
right lessons is paramount.
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